IOWA STATE UNIVERSITY

Digital Repository

. . Towa State University Capstones, Theses and
Graduate Theses and Dissertations y-ap !

Dissertations

2013

Robust provisioning of multicast sessions in
cognitive radio networks

Abdullah Masoud M Almasoud
Towa State University

Follow this and additional works at: https://lib.dr.iastate.edu/etd
b Part of the Computer Engineering Commons

Recommended Citation

Almasoud, Abdullah Masoud M, "Robust provisioning of multicast sessions in cognitive radio networks" (2013). Graduate Theses and
Dissertations. 13565.
https://lib.dr.iastate.edu/etd /13565

This Thesis is brought to you for free and open access by the Iowa State University Capstones, Theses and Dissertations at Iowa State University Digital
Repository. It has been accepted for inclusion in Graduate Theses and Dissertations by an authorized administrator of Iowa State University Digital

Repository. For more information, please contact digirep@iastate.edu.

www.manharaa.com



http://lib.dr.iastate.edu/?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
http://lib.dr.iastate.edu/?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
https://lib.dr.iastate.edu/etd?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
https://lib.dr.iastate.edu/theses?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
https://lib.dr.iastate.edu/theses?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
https://lib.dr.iastate.edu/etd?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
http://network.bepress.com/hgg/discipline/258?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
https://lib.dr.iastate.edu/etd/13565?utm_source=lib.dr.iastate.edu%2Fetd%2F13565&utm_medium=PDF&utm_campaign=PDFCoverPages
mailto:digirep@iastate.edu

Robust provisioning of multicast sessionsin cognitive radio networks

by
Abdullah Almasoud

A thesis submitted to the graduate faculty

in partial fulfillment of the requirements for the degree of

MASTER OF SCIENCE

Major: Computer Engineering
Program of Study Committee:
Ahmed E. Kamal, Major Professor

Morris Chang
Sang Kim

lowa State University
Ames, lowa

2013

Copyright © Abdullah Almasoud, 2013. All rights reserved.

www.manharaa.com




DEDICATION

To my beloved parents, brothers and sisters.

www.manharaa.com

o AJLb



TABLE OF CONTENTS
Page
LIST OF TABLES ...ttt e e e e e e e e e e e e eaeas %
LIST OF FIGURES ...ttt e ettt e e e e e e e e e e e e e e e e e e e s e annnes Vil
ACKNOWLEDGEMENTS ..ottt e e e e e e e e e e e e e e e e e e e s e ennns viii
AB S T R A T .ttt e e e e e et a e e e e e e e e iX
CHAPTER 1. INTRODUCTION ....utttitiiiiiiiiiiiiieeeeeeeeae e e s sessssssnsnssseseeeeeeeeaaaeaaeeens 1
1.1 Cognitive Wireless Mesh Networks ............coevvuuiiiiiiiiiiiiiiee e, 3
1.2 Characteristics and Challenges of Cognitive Radio Networks.................... 5
1.3 Capabilities of Cognitive RAIO...........cccevviiiiiiiiiiiiiiiiiiee e e e e eeeeeenaaeens 6
1.4 Functions of Cognitive Radio NetWOrKS...........ceiiiiiniiiiiiiiiiiieeeiiiiiiin 7
1.4.1 SPECIIUM SENSING...cerurrrruiiniiiiieeeeeeeeeeereeeeeanearrna e eeaaaeaaeeereeennnne 7
1.4.2 Spectrum ManagemENT ...........oiiiiiiiiiiee et e et eeeeae e e eeeees 8
I S Y o 1= T o £ £ S £ = 1] o PP 9
1.4.4  Spectrum MODINTY .......uuuuiiiiiii e 10
1.5 Thesis CoNtriDULIONS ......coooiiiiiiiii e 11
1.6 TheSiS OrganiZatiON ........ccoeeeieee ettt e e e e eeeeaaer e eas 12
CHAPTER 2. MULTICASTING IN COGNITIVE RADIO NETWORKS.......... 14
Y228 R 1 oo [¥ o o] o IS RURPPPPP 14
2.2 LItErature REVIEW.....ccciiiiiiiiei ittt 15
2.3 Chapter SUMMAIY ......uiiiiieieeeeeeeeeeeeeeeeei e e e e e e e e eaaas 18
CHAPTER 3. PROTECTING MULTIPLE MULTICAST SESSIONS IN
COGNITIVE RADIO NETWORKS ......uttiiiiiiiiiiiiiiieeeeeee e e e s s asssssissssassseeeeeeeeeeaaees 19
I 700 R [ o1 (oo 18 ox 1 o] o HNF PP PPPPPPPP PPN 19
I T Y/ 0] 1AV [0 o PSRRI 20
TG TV £S3 (=7 0 0 N1 (o o = R 20
3.3.1 Converting the Network to a Directed Graph ..........ccccceeeeiiieeennnnnn. 24
3.4 ProteCtion MOUEL.......coooiiiiiii s 26
3.5 Proposed AlgOrithms .......cooo oo 26
3.6 Protecting Multiple Multicast Sessions without Link-Sharing................... 29
3.6.1  AIgorithm DeSCHPLION .....ccooieieeieiiieieeeeeiiiiir e 31
3.7 Protecting Multiple Multicast Sessions with Link-Sharing.............c.......... 33
3.7.1  AIgorithm DeSCHPLION .....ccoiiiiiieeiiieieeeeiiiiiire e 36
3.8 Protecting Multiple Multicast Sessions using RiNGS ........ccooeevvvvvvvveeviinnnnns 40

www.manaraa.com



3.8.1 AIgorithm DeSCrIPLION ........ccoiiiiiiiiieee et 42
3.9 Chapter SUMMAIY .....cccooiiiii i e e e e e e e e e e e e e aeaaes a7
CHAPTER 4. SIMULATION RESULTS ..ooiiiiiiiiieeeee e 48
4.1 Single MUILICASt SESSION .....uuuuuiiiiiiiee e e e it e e e e e e e e e e e eeeeaeeeannaes 48
4.2 Multiple MUItICAST SESSIONS .......ccceiiiiiiiiiiiiiiii et 50
4.2.1 Performance Comparison with Respect to Sessions Sizes ............. 51
4.2.2 Performance Comparison with Respect to Number of Channels ... 53
4.3 Chapter SUMMAIY .....ccooiiiiiieeiiiieee e e e e e e e e et e e a s e e e e e eaaaaeeeeeaennnes 55
CHAPTER 5. CONCLUSIONS AND FUTURE WORK ......cooiiiiiiiiiiiiiieeeeee 57
5.1 Summary and CONCIUSIONS .......ccooiiiiiiiieiiiiiiie e 57
5.2 FULUIE WOIK ..ttt e e e e e e 58
BIBLIOGRAPHY ..ottt e e e e e e e e e e e e s s s s st e e e e eaaaaaeeeeens 60

www.manharaa.com




LIST OF TABLES

Page
Table 3.1 Groups and available channels.............ccccviiiiiiiiii s 22
Table 3.2 NOALIONS .....cooeeeieecce e e e e 27

www.manharaa.com




Figure 1.1
Figure 1.2
Figure 3.1
Figure 3.2

Figure 3.3

Figure 3.4
Figure 3.5

Figure 3.6

Figure 3.7
Figure 3.8
Figure 3.9
Figure 3.10
Figure 3.11
Figure 3.12
Figure 3.13
Figure 3.14
Figure 4.1

Figure 4.2

Vi

LIST OF FIGURES

Wireless mesh NetWOIKS .........ooooiiiiiiiic e 4
Cognitive radio functions [10]........ccoovviiiieiiiiiiiieeiee e 7
Secondary users grouping based on locations and common channels 21
Path A-C-E over channel 3 and path A-F-D over channels 1 and 2.... 23

Secondary users belong;targl g share the same risk caused by

PUY. SPURG 1 consists of @nd @........cooveeviiiiiiiiiiiiecieceeeeeev, 24
SPURGQ; and cost values are assigned to each link ......................... 25
Converting the network in Figure 3.1 to a directed graph................... 25
A directed graph with one multicast session request consisting of S,
d1,d2and d3.......ooiiiiiii e 29
Primary tree of the multicast request.............coovvvvveviiiiiiiiiii e, 30
Backup tree for link S-n3 and n3-d3 ... 30
Backup tree for link S-n3 using shared links with primary tree.......... 34
Two primary trees for two multicast SESSIONS .........c.cevvvvvevvviviiniinnennn. 35
Links sharing in backup tre@S ..........ceeiiiiiiiii e 36
A multicast session protected by a fiNg........ccoeeeeeeeeeveeeeeiiicceee e 41

Multicast session protection in case of primary user appearance44.....

Creating a ring for multicast protection...........ccccceeeeeeevvieveveiiiiiceeenn, 46
Average number of paths with respect to the number of channels...... 49
Average number of links with respect to the number of channels ...... 50

www.manaraa.com



Vil
Figure 4.3  Number of multicast sessions in the network with respect nsessi

Figure 4.4  The cost of the multicast session with respect to its size .................... 53

Figure 4.5  Number of multicast sessions in the network with respect to the
number of available channels...........cccccc i, 54

Figure 4.6  The cost of the multicast session with respect to the number of
available channels ... 55

www.manharaa.com




viii

ACKNOWLEDGEMENTS

| would like to express the deepest appreciation to Dr. Ahmed Kamiails guidance
and support throughout the research. His knowledge, patience and feedlmaekd ale to
have a great research experience.

| would like to thank my parents, brothers and sisters for timmiol@agement and
support. | also want to offer my appreciation for their careleatpl to make me complete my
degree.

In addition, | would like to thank my friends in the department, RamfatgdNaeem
Oudat, Sharhabeel Al-Nabelsi, Mirzad Mohandespour, Mohammad Al-Rubaie, Athdulka
Celik and Yu Jie, and all my friends in Ames city for making timge at lowa State

University a wonderful experience.

www.manaraa.com



ABSTRACT

Today's wireless networks use fixed spectrum over long termixed geographical
regions. However, spectrum utilization varies by time and locatbich leads to temporal
and special spectrum underutilization. Therefore, new ways to imgpmatrum utilization
are needed. Cognitive radio is an emerging technology thatesndyhamic sharing of the
spectrum in order to overcome spectrum underutilization problem. UWseognitive radio
networks are either primary or secondary users. A primaryisifiee user who is licensed to
use a channel, and has priority to use it over any other user. Gbedaey user uses a
licensed spectrum channel opportunistically when a primary usdteisHence, it has to
vacate the channel within a certain tolerable interferenaewihen the primary user appears.
As a result of this, the secondary user needs to find backup chempetgect the links it is
using from primary user’s interruption.

In this thesis, we concentrate on supporting the multicast semicde using
cognitive radio networks. Moreover, we are concerned with supporismgntbde of service
such that it is robust in the face of failures. The type drks we are interested in is
channel disappearance due to the resumption of activities by pruseny. We develop three
algorithms which provide robust multicasting in such networks. Our tpreposed
algorithms are: 1) multicast sessions protection without link4sga) multicast sessions
protection with link-sharing and 3) multicast sessions protectiongusings. These
algorithms provision multiple multicast sessions, and protect thgamnst single primary
user interruption at a time. They also take into account thatcthatias of a primary user

may disrupt communication in several groups, of secondary users, whickferred to as
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Shared Primary User Risk Group (SPURG). The objective of the papdgerithms is to
increase the number of sessions that can be accommodated inttbek regtd minimize the
cost of provisioning the sessions. Multicast sessions protection vtitbiw link-sharing
algorithms generate a primary tree for each multicast session, anct paatk link of it using

a backup tree. Multicast sessions protection with link-sharing albagkup trees to share
some links of the primary tree within the same session, and stware links within backup
trees for any session. In the third algorithm, a ring is gezgkrahere it starts and ends at the
source node, and passes through all destination nodes. Also, we comparéotimeances of
our three proposed algorithms. Simulation results show that the numbecahmodated
sessions in the network increases and the cost of multicasorsesiecreases when the
number of available channels increases or the session sieasEsrAlso, multicast sessions
protection with link-sharing algorithm outperforms the other tworélyos in terms of the
number of sessions in the network. On the other hand, multicast segsy&gion using
rings achieves the lowest cost for multicast sessions compattethe other two proposed

algorithms.
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CHAPTER 1. INTRODUCTION

With the rapid increase in demand of wireless networks and itsapphs, spectrum
scarcity has emerged as a major challenge for this kind ofornetwEven with spectrum
scarcity, measurements have shown that spectrum utilization undst spectrum
assignment policy varies in time and geographical location, andsdéination ranges from
15% and 85% [1]. Hence, introducing efficient ways that utilizeutigerutilized portions of
the spectrum by allowing spectrum sharing are needed for thegaegtation of wireless
networks. The enabling technology for dynamic spectrum accdsstilfes spectrum usage
is cognitive radio.

Cognitive radio is “a radio that can change its transmitteéarpaters based on
interaction with the environment in which it operates” [2]. A cdgaitradio is a software-
defined radio, which is augmented with the ability to sense theomment, and react
dynamically based on the status of the environment and other Ber§hp users in
cognitive radio networks are classified into two types: primesgrs (PUs) and secondary
users (SUs). A primary user is a licensed user who hasrase to access a certain band, and
has a privilege to access the licensed spectrum without coimpetith other users. On the
other hand, secondary user is not licensed to use the licensed barids syettrum;
however, a secondary user can use the spectrum opportunistically whiteepemary user
is idle. This allows both kinds of user to coexist while providingphenary user a higher
priority to access the spectrum.

IEEE 802.22 is a cognitive radio networks standard for wireless régaea

network (IEEE 802.22 WRAN). IEEE 802.22 standard operates in a one-to-mmiltipode
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with base stations and customer-premises equipment. This standasigised for cognitive
radio devices to operate in the TV white space band without causerference to TV

band’s primary users. IEEE 802.22 standard specifies the air ggedad that includes
MAC and physical layers. One of targeted application of IEEE 80&2the wireless

broadband access in rural area, and the TV band is selected bfolFE&veral reasons
described in [4] as follows. First, selecting TV band for ctigmiradio networks operation
allows far users (up to 100 Km) to reach the service. Also, most of TV chanretsUistare

unoccupied and can be exploited to provide wireless broadband access. K dheogdas no

license required by any IEEE 802.22 device operating in TV band, hdmecesost of

providing the service to the users is reduced.

IEEE 802.11af, White-Fi, is an ongoing effort to develop a standardiéfisies a
modification to physical and MAC layers to allow IEEE 802.11 stahdarwork in TV
white space while achieving channel access and coexistenceeregnis. IEEE 802.11af
standard is based on cognitive radio technology, where each white dgpace (WSD) is
equipped with cognitive capability [5]. Therefore, WSD devices caess TV white space
without causing harmful interference to other users. This standérstsldnow unlicensed
white space devices and licensed services in TV white space lamedtise spectrum [6]. A
geolocation database is introduced in IEEE 802.11af standard, which gésmessible
frequencies and operating parameters that can be used by wdicghge space devices.
Different regularity domains may have different permissililequencies, operating
parameters and time units, and that leads to different whiteespand availability and
different operating parameters to white space devices [6tefdre, IEEE 802.11af standard

provides solutions to allow heterogeneous services to share the TV white space.
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IEEE SCC 41 is a standardization group for developing standards uppbrs
dynamic spectrum access, co-existance and cognitive techr{@lod¥EE SCC 41 defines
higher layres rather than focusing in physical and MAC kydr enables network
management between incompatible wireless networks [7]. Henceanit manage the

spectrum between cognitive and non-cognitive radio access networks.

1.1  Cognitive Wireless Mesh Networks

In wireless mesh networks, nodes are connected to each otherdashatopology.
Each wireless node in wireless mesh networks can be eitb&n nouter or mesh client.
Mesh routers create the backbone of the network, and have minohdityn Wireless mesh
networks configure themselves dynamically to maintain connecgwitgng various nodes.
Different wireless technologies like 802.11, 802.15 and 802.16 can be usegdleéméent
wireless mesh networks. Moreover, it is possible that wirelessh networks integrate
multiple wireless technologies together in such a way tloaixistence between these
technologies is achieved as in Figure 1.1. Cognitive radio technodogpe used in wireless
mesh networks to form what is called cognitive wireless mesh networks.

The architecture of wireless mesh networks is classified ind
infrastructural/backbone, 2) client wireless mesh networks, anayl®jd wireless mesh
networks [8]. In infrastructural architecture, mesh routersters@ backbone of the wireless
network to connect mesh clients. Mesh routers in this architecamrevork as gateways to
connect to the internet. On the other hand, mesh routers are nat e§edt mesh networks

because mesh clients have routing and configuration ability. Hybredess mesh networks
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are mix of infrastructure and client mesh architecture. Hemassh client can reach its

targeted destination though mesh routers or though other mesh clients.

3~

Gatléway Internet

M.

//Cellular Network

Mesh Router %

j
j
|
;
,
/

M¢’§h Router

Mesh Route

WiFi Network
WiMax Network

Figure 1.1: Wireless mesh networks.

Spectrum scarcity problem is a critical challenge in wsglnetworks environments.
Exploiting unused spectrum by nodes in wireless mesh networks #whte the problem of
spectrum scarcity. Cognitive radio technology enables the nodeseless mesh nodes to
use spectrum bands other that SIM bands and utilize unused spectrunovévioresing
cognitive radio technology in wireless mesh networks allevia@ictrcongestion [9].
CogMesh is introduced in [10] where flexible network architectsirproposed. It uses a
mesh technology and cognitive radio to get the advantages of autonomaosksetnd
cognitive radio system, and allow integration of heterogeneous netwdfireless mesh
networks provide flexible architecture, easy deployment and configmrand other

important advantages. However, capacity of wireless mesh netwaisdegrade as the
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number of nodes increases [9]. Exploiting the advantages of a@gretdio technology in
wireless mesh networks result in improving network throughput [9]. Irpmposed work,

we consider multicasting over cognitive wireless mesh networks.

1.2  Characteristicsand Challenges of Cognitive Radio Networks

In traditional wireless networks, all nodes share the samef setailable channels.
However, each user in cognitive radio networks may have diffeegmtf available channels.
Therefore, each pair of nodes within communication range needsvi® at least one
common channel to establish a communication path between them. Moreaangelsh
availabilities in cognitive radio networks change dynamicallgedaon primary user
activities. Hence, frequent channel failures due to primary usets/ities are expected.
Each secondary user interrupted by a primary user should switahvacant channel to
continue its operation.

Secondary users in cognitive radio networks have to avoid making harmful
interferences to the primary users. Therefore, each secondaryesds to sense the used
channel periodically to detect when the primary user becoctese.aOnce the secondary
user detects the transmission of the primary user, it has atevilie channel within a certain
amount of time. Then, the secondary user needs to find another charuogititue its
operation. Finding and selecting the best channel over a large pdarofels is challenging
since different channels may have different characteristics.

In cognitive radio networks, the radio range between any two nodesesl loa
several factors including the operating frequency of the trasgmishannel [1]. Therefore,

the secondary user may have different neighbors by selectingediffehannels, and the
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interference range will be based on the selected frequencygrdhegly, a secondary user
may select certain channel to reach certain destination, od asoig certain channel to

avoid making interference to some users.

1.3  Capabilitiesof Cognitive Radio

Cognitive radio has multiple capabilities defined by FFC in R]f@alows. First
capability of cognitive radio is frequency agility, which alloivéo sense the spectrum, and
then select the appropriate operating frequency. After sedeetinappropriate operating
frequency, frequency agility enables the cognitive radio togdh#s operating frequency if
needed when the condition of the environment is changed. Adaptive modulationhisr anot
capability of cognitive radio, which allows it to change the moduladypramically in order
to select the suitable modulation for available spectrum hble tfird capability is transmit
power control, which allows coexistence between multiple transmtiethe same time by
reducing transmission power if a higher level is not requiretieltognitive radio knows its
location and also the locations of the other transmitter, spectilinatidn can be improved
by selecting suitable operating parameters. Hence, abilitpgiitive radio to determine its
location and the other transmitters’ locations should be incorpoffaitéldl. cognitive radio
should be capable of sharing the spectrum with primary user undegraement between
them. The sixth capability for cognitive radio is the ability to guaramhigattis used only for

authorized use.
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1.4  Functionsof Cognitive Radio Networks
Cognitive radio networks have different functions used to support dyrgpaatrum
access. Figure 1.2 shows these functions, which are: spectrum sespggrum

management (spectrum decision), spectrum mobility and spectrum sharing [1]

Spectrum Mobility

Primary User

Detection Decision Request

Y

y
y

v

Spectrum Sensing Spectrum Decision Spectrum Sharing

Spectrum' Channel
Hole i Capacity
i Spectrum
i Characterization
RF Stimuli Radio Environment = Transmitted Signal

Figurel.2: Cognitive radio functions [10].

141 Spectrum Sensing

Spectrum sensing is a critical function that enables cognitive radios t¢ aleéable
spectrum holes and to evacuate used spectrum when primary usesappeafunction is
done periodically before spectrum access to find spectrum accessuofgoand during
transmission as well to evacuate the channel once a primaryisusketected. Sensing
techniques used to detect the existence of primary users camadmfied into three
categories: interference-based detection, cooperative detectionyamstnitter detection
(non-cooperative detection) which includes energy detection, matchest fhd
cyclostationary features detections [1]. Due to low computationdl ienplementation

complexity, energy detection is the most common way for seriemgpectrum [1]. The
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main advantages of non-cooperative sensing are the simplicityomijputation and
implementation. However, this sensing method may cause multigadpowing and/or
hidden node problems [12]. Even cooperative sensing requires a higher ovendead a
complexity and control channels, it is preferred because it proa®gate sensing results

while avoiding critical problem like shadowing and hidden node problem [12].

142 Spectrum Management

In spectrum management, cognitive radio is responsible for determanentable
channels, selecting the best channel, coordinating channel accessatmpuwased channel
[13]. Due to dynamic nature of channel availability in cogniti@dio networks, cognitive
radio should support several functions that enable efficient managdorespectrum.
Spectrum management requires interference avoidance, differetst pHort and seamless
communication, and that can be done by using four steps: spectrumgsespctrum
decision, spectrum sharing and spectrum mobility [13]. Spectrum gesgi@ctrum sharing
and spectrum mobility will be described in the following sections|engpectrum decision
will be described below.

Cognitive radio user is supposed to find multiple channels over multaolds during
its channel scanning operation. There are diverse combinations of cblarsslteristics and
QoS requirements for users, and hence, selecting the bestbkvhitgand, which is called
spectrum decision, is needed [14]. Finding the proper channel forigegaitlio is described
in [14] as follows. First, current conditions of radios and primarysusactivities are
considered to classify spectrum bands. Second, cognitive radio coralidessible events,

and then provides a dynamic decision framework. Finally, cognaigi® performs spectrum
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decision based on primary users’ activities and current totacitppd the network. It is
important to note that spectrum decision should be performed in anvadapnner as

channel availability and primary users’ activities vary by time.

1.4.3 Spectrum Sharing

Spectrum sharing in cognitive radio networks refers to the paakesoordinating
spectrum access between multiple cognitive radios. This coordinatiproves channel
capacity by preventing cognitive radios from collision [14]. Spectrsimaring allows
allocating spectrum to secondary users, and supporting the coexib&tmeen primary and
secondary users. The classification of spectrum sharing can ko dasee architecture or
spectrum allocation behavior, and they are described in [1] aswvfollBased on the
architecture, spectrum sharing can be classified into ceetlabr distributed spectrum
sharing. A central entity is used in the centralized spectrunmgha allocate the spectrum
and control spectrum access. On the other hand, central ent#tiestansed in distributed
spectrum sharing, where each secondary user allocates asdeacitethe spectrum based on
local/global policies. Based on spectrum allocation behavior, spectharnng can be
classified into cooperative and non-cooperative spectrum sharirggojperative spectrum
sharing, the effect of each node’s communication to other nodesrexishimong other nodes
and used by spectrum allocation algorithm. On the other hand, non-coopspEsteum
sharing does not consider spectrum allocation of a node to its neighlibtsatmay lead to
spectrum underutilization. Spectrum sharing process is performetiebjottowing five
steps: spectrum sensing, spectrum allocation, spectrum accassmitter-receiver

handshake and spectrum mobility [1].
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1.4.4 Spectrum Mobility

Cognitive radio selects the best available channel to accompdistnansmission
tasks. However, cognitive radio may need to hand off to another idimehsor several
reasons. For example, secondary user must vacate currently used channgrionaey/aiser
appears. Also, the channel that is used by a secondary usées@ye no longer available
due to its movement. Hence, secondary user must vacate used channeindofi to
another available channel to continue its transmission.

In [15], four spectrum handoff strategies are described as follows:

1- Non-handoff strategy: the secondary user that uses non-handoff straysgglsta

in the selected channel if it becomes not available. Once the selected denameé

available again, secondary user can go back and continue its transmission. This

handoff strategy suffers from potential long delay, which depends on how long the

primary user is going to use the channel.

2- Pure reactive handoff: Pure reactive handoff implies reastinsing and reactive

handoff after handoff triggering event occurs. This handoff strategy alscsaielag

since the sensing is performed after the triggering event oddorgever, sensing

result is accurate because it is performed just before handoff process.

3- Pure proactive strategy: the secondary user in this graerforms proactive

sensing and proactive handoff. The secondary user decides exaatlyomerform

a handoff by predicting the primary user's activities. The disadgantd this

approach is that it reserves backup channels for a handoff proocdsst e possible
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that these backup channel will not be used. On the other hand, handofisdsiayt

in this strategy because it is known exactly when to handoff in advance.

4- Hybrid handoff strategy: this strategy makes a hybrid combination of @gativee
and pure proactive strategies. Hybrid handoff strategy inclpdesctive spectrum
sensing and reactive handoff process. Therefore, fast spectnduofhis expected,

while it is possible that back up channel stays obsolete.

15 ThesisContributions

This thesis addresses the problem of provisioning multiple multEessions in
cognitive radio networks such that they can withstand channel desapge due to a
primary user becoming active. We propose three algorithms tlmtisipn a robust
multicasting for multiple sessions in cognitive radio networks loteoting all multicast
sessions. Our three proposed algorithms are: multicast segsmestion without link-
sharing, multicast sessions protection with link-sharing and msit®assions protection
using rings. The goals of our work are to provision multiple wasti sessions, protect them
against single primary user interruption at a time, minimizedsé of multicast sessions and
increase the number of sessions that can be accommodated in the network.

The first main contribution of this thesis is multicast sessppatection without link-
sharing algorithm. In this algorithm, a primary multicast iseestablished for each multicast
session. Each link in the primary multicast tree is protectednstyone primary user
interruption at a time by a backup tree. Hence, each protectednlinksabackup tree must

be Shared Primary User Risk Group (SPURG) disjoint. Each path $émunce to a
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destination in a primary or a backup multicast tree is establlighesuch a way that
minimizes the cost of the multicast session.

The second contribution is the development of multicast sessions jonotesth
link-sharing algorithm. This algorithm generates primary an#tlgatrees similar to the first
algorithm except that it allows backup trees to share someifinismary tree of the same
session, and share some links in backup trees of any session. Thibdinkan be shared
within one or multiple sessions are restricted. The reason forigh®a avoid making a
primary and a backup tree fail together when a certain primsey appears. The link that
needs to be protected and the link that can be shared must be SPURG disjoint.

The algorithm for supporting multicast sessions protection withsriagthe third
contribution of this thesis. For each multicast session, a ringniergted where it starts and
ends at the source node, and passes through all destination nodes. Héngeg eansists
of multiple paths, where the first path connects the source nodsttddstination node and
the last path connect the last destination to the source node. €otphat rings against one
primary user interruption at a time, each path along any ring beuSPURG disjoint from
other paths along the same ring. As a result of that, eathat&s node will receive a copy
of the multicast message even if one primary user becomes anti causes a failure to one

path along a ring.

16  ThesisOrganization
The rest of this thesis is organized as follows. A reviewarhe works related to
multicasting in cognitive radio networks will be given in ChaptdnZ hapter 3, we discuss

the three proposed algorithms for provisioning robust multicast ssessioognitive radio
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networks. The simulation results of these three algorithms arenshod explained in

Chapter 4. Finally, conclusions and directions for future research will be in €bapte
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CHAPTER 2. MULTICASTING IN COGNITIVE RADIO

NETWORKS

In this chapter, an introduction to multicasting in cognitive radio osdsvwill be
given. Also, some challenges in cognitive radio networks multicastihgog discussed.

Then, we review the literature related to multicasting in cognitive radioconiesw

21  Introduction

The multicasting service mode is used in numerous applications suchmalgary,
IPTV, commerce, transportation, streaming live events, distanceatemtucand many
applications. Multicasting can be implemented efficiently by isgaresources when
delivering data to multiple destinations simultaneously. This eseerfresources compared
to using multiple unicast sessions, and is more efficient than tisendproadcast service
mode.

The implementation of multicasting in wireless environments isenobiallenging
compared to multicasting in wired environment for several readd@jsHirst, bandwidth is
plentiful in wired networks whereas it is limited in wiredesetworks. Moreover, network
topology is not fixed in mobile wireless networks, and routing siraatan be changed with
user mobility. Also, packet loss is frequent and variable in wsedgsironment, and that
needs a robust error control. Asymmetrical and/or unidirectionias lin wireless networks
are possible, and that adds some restrictions to the network in wireless enmigonme

In cognitive radio networks, there are even more challengesvasal characteristics

of cognitive radio networks should be taken into consideration [17]athitivnal wireless
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networks, all users can transmit on the same set of frequendsy. bdowever, that may not
be true in cognitive radio networks since each user has aetliffset of available channels.
Hence, at least one common channel between any two users, wiactwitduin
communication range, must be available so they can communicate agitho¢her. One
challenge in multicast over cognitive mesh networks is the dggaeity of channel
availability among secondary users of one multicast group. Asufi, remilticast time may
take longer time because of transmission over multiple channels. ,Hdva®el diversity
between a source node and its one-hop neighbors in cognitive radio netwaksitates

finding an effective way to handle one-hop multicast.

2.2  Literature Review

There are many approaches for implementing multicasting ieless networks;
however, these approaches cannot be applied in cognitive radio netgoakeesult of the
fact that different users may have different available cHanm&ulticasting in cognitive
radio networks has been treated in only a few studies which cottsedeffect of cognitive
radio networks' characteristics on multicasting. In the follows®yeral works related to
multicasting in cognitive radio networks will be reviewed.

The authors in [17] propose a solution that minimizes the network-wsdeinee for
multi-sessions multicast communications in multi-hop cognitive radtaorks. It is shown
that formulating the problem of multicasting using single laygroach that focuses only on
multicast connectivity does not optimize network's resources [l7hcéjeinstead of
formulating the problem focusing only on multicast routing for exampjenaformulation

is proposed which takes into consideration frequency band scheduling and multicagt routi
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In [18], a cross-layer optimization is proposed to support video muitigagt
infrastructure-based cognitive radio networks. The objectivesoivhiik are to optimize the
guality of received video, achieve proportional fairness betweencasiltusers and protect
primary user from interference by keeping the interferentmba certain threshold. Several
cross-layer design factors are considered which include videmg;osipectrum sensing,
modulation, error control, multicast scheduling, spectrum access and primapyaisetion.

In [19], resilient multicast routing in cognitive radio networkgpreposed using a
multilayer hyper-graph. One important characteristic of cognitadio networks is that
channel availability varies with time due to primary usersvaes. Hence, it is important to
protect the multicast session from the failure when one of thé cdsannels becomes
unavailable. The authors proposed a solution to support multicast inicegadio networks
while protecting the multicast session from failures durir@gndmission. Survivability is
provided using reactive protection approach where the traffic istesfdio preplanned
backup path once a failure happens to the multicast session. Thevebjet this work are
prioritized in order as follows: maximizing the number of primpaghs, i.e. reaching the
maximum number of destinations, maximizing the number of backup pathsniming
maximum path delay for primary and backup paths and minimizing the nuvhhesed
channels in the network. It is shown that the numbers of priaragybackup paths increase
by increasing the number of available channels. Also, the numb@mnadry and backup
paths increase and maximum path delay decreases.

A multicast scheduling protocol is proposed in [20] for cognitive radiwvari&s that
use base stations. This protocol performs its job by controllingahsriission power of the

base station and cooperative transmission and by using network cobdmdpa$e station

www.manaraa.com



17

tunes its transmission power to multicast data only to a subsetofndary users. Secondary
users cooperate in transmission using only idle channels which aitabéer locally. The
advantages of using network coding in this protocol are to reduce theeadeand perform
error control. Several design factors are considered in the soigegubtocol including
power control, fairness, dynamic spectrum access, buffer maeagamd relay assignment.
It is shown that the performance of multicasting is improved bgigushis scheduling
protocol since it jointly considers different design factors amugusftfective techniques like
power control, cooperative transmission and network coding.

In [21], the authors propose an assistance strategy to mitigate chateregeneity
in cognitive radio wireless mesh networks. An assisted-multscdstduling in a single cell
in wireless cognitive mesh networks is proposed. The authors proposédtiansfor this
problem in order to minimize the required multicast time over ¢wgnnesh networks. The
assistance strategy includes two main activities: 1) naslkticeceiver assistance and 2) coded
packet transmission, using network coding. The receiver assistaclceles intra-group
assistance and inter-group assistance. Intra-group and inter-grastpreegshappen when a
secondary user receives data and forwards it to another secondainsigseor outside the
multicast group, respectively. When a secondary user in a recemuigcast group
overhears data sent to another group, the mesh router may send a combinpackets
belonging to different multicast groups, which secondary users cadaléx receive the data
units they are interested in. The authors also propose solutionslieeresheduling conflicts
between adjacent cells.

A joint channel allocation and multicast routing scheme for a +hafti cognitive

radio network is proposed in [22]. The objective of this work is toimiae the multicast
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throughput while taking into the consideration the dynamic change in dhavadabilities.
The activities of primary users, interference and channel aiuditaare modeled, and then,
an optimization formula that maximizes the throughput is proposed, whastraints about
interference and channel availability are applied. Given chanrdlbnity, channels and
rate of the links are allocated in such a way that maxintimeshroughput. It is shown that
throughput increases by increasing the number of available chaamelshe maximum
number of channels.

The authors in [23] propose an on-demand multicast routing in cognédie r
networks. Channels heterogeneity in cognitive radio networks radytéehigher end-to-end
delay and channel switching delay. Therefore, the authorsnikeonsideration this critical
characteristic of cognitive radio network in the design of theiocaslt routing and channel
allocation algorithm. The targets of this algorithm are to redineedelay and improve the
throughput. It finds the shortest path from a source to a destinatide allucating the

channels along the path optimally to minimize end-to-end delay.

23  Chapter Summary
Due to the nature of cognitive radio networks, multicasting ovenitieg radio
network is challenging and different than traditional multiogsbver wired or traditional
wireless networks. In this chapter, we reviewed some worketkelad multicasting in
cognitive radio networks. These works address some problems in stulicaver cognitive

radio networks, and contribute to improving throughput.
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CHAPTER 3. PROTECTING MULTIPLE MULTICAST SESSIONS

IN COGNITIVE RADIO NETWORKS

3.1 Introduction

Provisioning a robust communication session in cognitive radio networks is
challenging due to the potential of primary users interruption.eSam@annels availability
varies by time and location, secondary users should overcome thisngealio provide
reliable transmission and support the required QoS. With the rapid hgawinulticast
applications, it is important in cognitive radio networks to protectioast sessions from
expected interruptions caused by primary users.

Networks can recover from failures using different methodsudhey protection
rings, redundant trees or finding disjoint backup paths. For exampleiveepcotection
approach is proposed in [19] where disjoint protection paths are usadtémt primary
paths. Once a failure happens, the traffic is rerouted to the baeltigo provide resilient
multicast in cognitive radio networks. Moreover, backup path method isinsgd] to
protect secondary users from primary user interruption. Recovehpdsecan be classified
into two main schemes: restoration and protection [25]. Restoraticgadsive approach
where a backup path is computed once a failure is detected. Om¢hdand, backup paths
are computed in advance when the protection method is used. Protectiodsreee divided
into two types: proactive and reactive. Reactive protectiontugedisjoint paths, the first is
a primary path for sending the data, and the second is a backup patloéding the data

once a failure happens. The other type is proactive protection, twihei@pies of the same
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data are sent in such a way that the destination node recetopy af the data even in the
presence of a failure.

In this chapter, we propose three algorithms that provision a robwisicast in
cognitive radio networks. These algorithms construct multicagistin cognitive radio
networks, and protect them against failures using the protegtiproach. The reason for

using protection method is that it achieves faster recovery than restoration [25].

3.2 Moaotivation
The motivation behind this work is to support a robust multicast in cegmiadio
networks. Primary user interruption in cognitive radio networks iséeéss protecting
secondary users. Otherwise, interrupted secondary users will haeardh for available
channels, which is both time consuming and waste of bandwidth. Hemrcegrapose
algorithms that use two approaches: 1) Tree-based link protectib2)aRings, to protect
multicast sessions from a single primary user interruptiontiad@with minimum cost. We
do this while maximizing the number of protected multicasstthat can be accommodated

simultaneously in the network.

3.3 System Modd

We consider a cognitive radio network with a set of secondarynosiess and a set of
available channels in the network. Different secondary usershanay access to different
available channels depending on the channels’ conditions at thefoo&secondary users.
Moreover, a group of secondary users may observe the same channel appears arsleappe

the same time, which is dependent on the licensed primary users location atidsactivi
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Definition 3.1 Secondary Users Group gi: A group of secondary users that can transmit to
and/or receive from each other, over a common channel and within one hapd&kel, is

the group number. This group forms a clique in the network graph.

Channel 1

Channel 2

Channel 3

Figure 3.1: Secondary users grouping based on locations and common channels

As an example, consider the three channels network shown in Biduia which 10
secondary users are grouped into seven groupg:XgEach node belonging to a certain
group can transmit to and/or receive from any other node inside tugp grithin one-hop
transmission. Table 3.1 shows available channels and group numbdrsemfoaldary users
in Figure 3.1.

It is possible that a secondary user belongs to multiple groups dra¥anultiple
available channels. For example, node C belongs to greugrsdgg, and has one available
channel which is channel 3. In wireless networks, the link betweemddes X and Y can
be in one direction or in two directions, depending on the nodes locatidnhe condition
of the wireless medium. One direction link from node X to node Y mdhat the
transmissions and receptions are always from X to Y, and not iopghesite direction. On

the other hand, a link in two directions between nodes X and Y meanstisxhissions and
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receptions can be either from X to Y or from Y to X, but not in botbctions at the same

time.

Table 3.1: Groups and available channels

Node | Groups| Channels
A 3,6 2,3
B 3,4,6 2,3
C 5 6 3
D 2,5 1,3
E 5 3
F 1,23 1,2
G 4 2
H 1 1
I 7 1
J 7 1

Assume that the communication links between A and B ang between F and H in
g are in one direction, and the rest of communication links are in tectidns. Hence,
node C, for example, can reach any node inside its groups within one tigover, node C
can forward a message from one node to another if both nodes belong tidvemidgroups
that node C also belongs to. For example, node C in Figure 3.2 can farwaassage from
node A in g to node E in g over the same channel, which is channel 2, and with zero
switching time. Suppose that node A needs to establish a path to node D, then ithlighesta
a path to node D that passes through node F. Transmission betvdseA mamd F occurs
over channel 2, whereas the transmission in the second hop occurs oval ¢h&Node F in
this case needs to receive the message from A over channdltBea switches to channel 1
and forwards the message to destination D, as shown in Figure 3.2.

Channel switchings required when an intermediate node receives traffic over a
certain channel, and forwards that traffic over a different chaimether words, channel

switching happens when an intermediate node interconnects two nodesragtordifferent
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groups and operating on different channels. As can be observed frore Bigurchannel
switching is required by any node along the path, from source nodestmation, that
connects two nodes belonging to groups with different colors (@iffathannels). In path A-
C-E, intermediate node C does not need to switch to another chanmeltsinonects two
nodes that belong to groups with same color. On the other hand, node Fpathti#e F-D

will switch from channel 2 to channel 3 since it connects two ndlagisbelong to two

groups with different colors (different channels).

Channel 1

Channel 2
Channel 3

Figure 3.2: Path A-C-E over channel 3 and Path A-F-D over channels 1 and 2.
Definition 3.2 Shared Primary User Risk Group (SPURG): A group of one or more
secondary users groups that operate on the same channel that is licensednarg pser,
and share a risk caused by the primary user when it becomes activethBngemary user
starts transmitting over the shared channel, all secondary users belonging trdup will
be blocked from using the shared channel. Transmissions by secondary ubesgnoup
cause interference to the receiving primary users that operate on the shared channel.

In Figure 3.3, gand g operate on channel 1, and they share the same risk once PU

becomes active. Transmissions by secondary users iand ¢ (H, F and D) cause
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interference to Pk reception. Hence,;gand g are considered within the same SPURG,
SPURG 1. Once Plbecomes inactive on channel 1, any secondary usersan gy will
have the ability to access this channel. Althougbperates on channel 1, it is not considered
as a member of SPURG sdince transmission of secondary users indg not cause
interference to Py and vice versa. We can see that, Rtivities have no effect on other
groups, which operate on channels other than channel 1, and secondarylosgrolibese

groups will not cause interference to U

Figure 3.3: Secondary users belongtamd g share the same risk caused by PRPURG 1
consists of gand g.
3.3.1 Converting the Network to a Directed Graph
Assume that that the communication links between A and B and befwvaed H in
Figure 3.1 are in one direction, and the rest of communication dir&ksn two directions.
Also, SPURG 1 consists ofi @nd g, where each other SPURG consists of one group. The

costs of links in each group are the same and assigned based onttbé leasing the

www.manharaa.com




25

channel, and assume that the cost values range from 1 to 5. Eaoh gegondary users
inside one group are interconnected to each other with one link ihthbdiween them is in
one direction, and two links if the link between them is in two doast Two setsy, E are
used to represent the directed gr&iN, E) whereV is a set of secondary users nodes,E&and
is a set of links. Sdt; is a set that consists of all links between secondary usersgoaj to

g. Each linkx = (u, v) € E, whereu & v € V, is assigned three values, as shown in Figure
3.4, representing SPURG,L; set that the link belongs to, and the cost of the link.

Accordingly, the network in Figure 3.1 can be converted to a dirgpioh as shown in

@}*(SPURG, L, COSt)g@

Figure 3.4: SPURQ,; and cost values are assigned to each link.

Figure 3.5.

2,3, 1 v °

’ o
5, 6,2 .
5,6,2

14 *
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7 S Y

67,1 2 >

Figure 3.5: Converting the network in Figure 3.1 to a directed graph.
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34  Protection Mode

Our proposed algorithms protect multiple multicasts sessions fronpronary user
interruption at a time. Once a primary user becomes activee@hdary users belonging to
the groups that share the same risk of this primary userbwiblocked from using the
interrupted channel and they need to release the channel to the prsearin other words,
all secondary users belonging to the same SPURG will be blotked using their
interrupted common channel once the corresponding primary user ofPtiRG becomes
active on that channel. When secondary users are blocked from wsngreon channel, all
links between them become unavailable until the primary user leaves the channel.

Primary user interruption causes failures to all links in the groepsnging to the

SPURG affected by this primary user.

3.5 Proposed Algorithms

We propose three algorithms for providing robust multicasting in itegrradio
networks. These algorithms are: 1) multicast sessions protecttboutvlink-sharing, 2)
multicast sessions protection with link-sharing and 3) multicasti@®s protection using
rings. Multicast session request M the K multicast session, where<ilk < n, and n is total
number of multicast sessions. Each multicast sessjois kpresented by a source noge S
and a set of m destinations{(dd., ..., dm). Given a multicast requestsyM™ (S, (ck1, G,
..., tkm) ) and the directed grapB(V, E) of the cognitive radio networks, each of our

proposed algorithms provisions multicast sessions that is protegdetsiaone primary user
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interruption at a time. Table 3.2 describes the symbols used in our @doglgerithms for

provisioning robust multiple multicasts in cognitive radio networks.

Table 3.2: Notations

rach

Symbol Meaning
G(V, E) | Network graph, where each link= (u, v)€E E, andu & ve V
S | Source node for'ksession.
dq | Destination number i for'ksession.
My | Multicast request for'ksession, wher®l, = (S, {dk1, Az, ..., Gn), M <
maximum number of destinations.
PT. | k" primary multicast tree.
BTy x | Backup multicast tree for protecting limkn PT,.
P Union of all links used in primary trees.
B Union of all links used in backup trees and not used in primary trees.
SPURG| Shared Primary User Risk Group.
O Group of all secondary users that can transmit to and/or receive from ¢
other, over a common channel and within one hop.
Li A set of all links that interconnect secondary users within one group, g
Path, | A path starts from source node, and traverses all destination nodes in
session K.

Algorithm 1: Constructing multicast tree

Input: G(V, E), A multicast request M = (S, {dy,do,...,d;,}) where S

is a source node and {dy,ds,...,d,,} are destination nodes.

Output: Multicast tree.

=R IR = L R - A

for k< 1 tom do

Construct shortest path Py from source node .S to destination dj such
that no multiple links along the path belong to same set Lj;.

for each link (x,y) along path Py do

If there is a link (y, ) € G(V, £) such that both (z,y) and (y,x)
belong to same set L;, then remove (y,x) from G(V, E).
for each link (r,w) connected to node r do

if (x,y) and (x,w) belong to the same set L;, then set the cost
L of link (z,w) to zero.

In all three proposed algorithma]gorithm 1is used to construct a multicast tree.

Algorithm 1 approximates the optimal solution in term of cost inimiim Steiner tree using

shortest paths tree. The input to this algorithm is a directguh@(V, E) and a multicast
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request M= (S, (d, &, ..., dy) ), which includes a source node and a set of destinations. The
output of the algorithm is a multicast tree that can be for a primary or baekup t

The purpose of the first line in Algorithm 1 is to generate m |ldopsonstruct m
paths from source node to all m destinations. In the second and thirdalishertest path
from source node to the"kdestination is established such that no multiple links along the
path belong to the same det If there are multiple links along the path belong to the same
setL;, then multiple links along the path will be established inside or@ndacy user group
g, and that should not happen since all nodes inside one secondary user group can be reached
within one hop and without establishing multiple links. In lines 4-6, dakhon opposite
direction of a link on the established path will be removed from gfdmith links belong to
the same set of linkg;. The reason for that is because wireless medium is alreadwed
for the link on the established path.

If there is a node transmitting inside one secondary user group, lthenireless
medium will be reserved for that secondary user inside this gootansmit over the shared
channel. The cost of sending a message to only one secondary useomesigroup is the
same as the cost of sending it to all secondary users inside the group siecenalasy users
inside the group will receive the message in either case.résuét of that, if there is a link
(x, y) used in the established path and belongs td.isehen the cost of all other links
connected to nodeand belonging to séf are set to zero, as in the lines 7-9. After that, the
loop in line 1 will continue to repeat all other steps from lineun8l establishing m paths,
and hence, the multicast sessidn

Algorithm 1 uses Dijkstra's algorithm to find the shortest pathceSthe complexity

of Dijkstra's algorithm is O(E log V), the complexity of Algorithm 1 isTOE log V + E). In
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the following, our three proposed algorithms to generate robust reuftiplticast sessions

will be discussed.

3.6 Protecting Multiple Multicast Sessionswithout Link-Sharing

In this section, we propose an algorithm that generates muftiplecast sessions
and protects them against one primary user interruption at aftigealgorithm generates a
primary tree for each multicast session, and protects each link in the ptiegeby a backup
tree. The protection method is reactive where the backupfteal links in each primary
tree are calculated in advance, and the traffic is rerouted tdoabkup tree once the
corresponding link failed. Link failure happens as a result of agpyimaser appearance if
SPURG value of the link is corresponding to this primary user. GivgraphG(E,V)and n
multicast requests, Algorithm 2 generates n protected multsessions which include a

primary and backup trees for each multicast session.

Figure 3.6: A directed graph with one multicast session request consists of S, d1, d2 and d3.
Example 1:
Suppose we have a directed gr&pfic,V) as shown in Figure 3.6, and one multicast

session request with source node S and destination nodes d1, d2 anachg3lgsithm 1,
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the shortest paths from S to all destinations are calculated,hangdrimary tree of this
session is constructed as in Figure 3.9. Each link belonging to tharpriree needs to be
protected by a backup tree. Suppose thatb8domes active as in Figure 3.8, hence, all links
with SPURG corresponding to this primary user will fail. To lelsth a backup tree for a

failed link, all links belonging to the backup tree must be with B8Walues other than
SPURG value of the link to be protected. Hence, link n3-n2 cannot be used in the backup tree
of link S-n3 neither link n3-d3. The blue tree in Figure 3.8 representsatti@ip path when

link S-n3 failed.
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3.6.1 Algorithm Description

Algorithm 2 starts in line 1 with initializing grap&(E,V)’, which is used in the

following steps to modify the original graph temporarily. In theosel line of Algorithm 2, a

loop starts to generate a primary tree fBmkulticast session and protect each link on it by a

backup tree. Hence, the primary tree is generated using Algoditas shown in line 3. In

line 4, all links used to establish the primary tree are remawed the graptG(E,V) The

reason for this is to prevent primary trees in following sessor backup trees in current or

following sessions from using any link used by the primary tmeaurrent session. For each

link belonging to the primary tree, a backup tree is generateatecpthis link from failure,

as shown in lines 5-12.

Algorithm 2: Multicast sessions protection (without link-sharing)

C 00 N O bk WwN =

10

11
12

13
14
15

Input: G(V, E), n multicast request My = (S, {di1,dr2,...,dkm})

where (1< k <n), source node Sy and destination nodes

{dk1,dg2,...,dkm} id numbers for n sessions.
Output: Primary PTj and protection BTjx trees for n multicast
sessions.

Set G(V,E) = ¢.
for K+ 1 ton do
Construct k' primary tree PT}, by running Algorithm 1 on G(V, E).
Update G(V, E) by removing all links used in PTj.
for each link x € PT}), do
Set G(V, E) = G(V, E).
for each linky € G(V,E) do
if SPURG of z is same as SPURG of y, then remove y from

L G(V,E).
Construct back up tree BTz to protect link z in k" session
by running Algorithm 1 on G(V, E)’.

Remove all links used in BTz from G(V, E).

Update G(V, E) by removing all links belonging to L;, such that the
primary or protection trees used a link or more from L;, for all
possible number i.
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A copy of G(E,V) is used in line 6 to temporarily modify the graph to generate a
backup tree. Some links in the grakE,V) are removed because they cannot be used for
generating a backup tree. If a link with a SPURG that iséinee as SPURG of the link to be
protected is used in the backup tree, then both links will fail togetinee the primary user
associated with this SPURG becomes active. Therefore, all ilink&E,V)’ that have a
SPURG that is the same as SPURG of the link to be protedidsbwemoved as in lines 7-

9. After that, A backup tree for the link to be protected willgeaerated in lines 10-11 by
running Algorithm 1 on the modified gra@(E,V). All links used in the backup tree will be
removed fromG(E,V)in line 12 so that next backup trees don’t use a link or more from the
links that already used for the recently established backup tnedo®p in line 2 continues
until all links in the primary tree for session k are protected by backup trees.

After establishing primary and backup trees for session k, tgmalkrigraph needs to
be updated as in lines 13-15. This update includes removing all links lejdodi;, for all
possible number i, such that the primary tree or any backupidesea link or more frony,
will be removed from the original graph. The reason for that iseweegot next sessions from
using theses links which actually cannot be used by more tharessiers Once a link or
more belonging th; is used in a session, the wireless medium between the nodeslirbg
entirely reserved for multicast session k's transmission. Hemcether session can use the
remaining links for its transmission, and it should be removed from the graph.

Algorithm 2 generates multicast trees and their protectia@s tusing Algorithm 1,
and this implies finding the shortest path trees. A shortest patbtisalculated only by
finding a path from source to destinations with minimum cost withaking into the

consideration the nature of cognitive radio networks. For examplee $ioks must be
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eliminated from being used in backup trees if they belong to the same SPURG of thatlink t
needs to be protected. A path with a higher cost may result, isuimportant to do so to
protect the multicast session. Algorithm 2 uses Algorithm 1 to carighe multicast trees.

Therefore, the complexity of Algorithm 2 is O(nfilgg V + nE).

3.7  Protecting Multiple Multicast Sessionswith Link-Sharing

In Algorithm 2, multiple multicast sessions are generated, aath dnk of the
primary tree is protected by a backup tree. Primary usemuption causes a failure to each
link affected by this interruption. However, the rest of links inghmary tree not affected
by primary user interruption are available. Hence, it is stevaf bandwidth to avoid using
links which have not failed in establishing the backup trees. Moredi/éinka used in the
backup trees are dedicated for protecting one multicast sessidnthat may result in
reserving a huge portion of the bandwidth without using it efficieRlythermore, the cost
of supporting the multicast sessions and protecting them will iserdathere is no link
sharing inside one session and also between different sessions. Ehewefopropose
multicast sessions protection with link-sharialgorithm which mitigates above drawbacks
of multicast sessions protection without link-sharing.

Multicast sessions protection with link-sharing algorithm allowk sharing inside
one session, and also between different sessions. Once a link in a priméaysirédeen each
backup tree can share all non-failed links in the primary trebarsame session and use
them in constructing the backup tree. Moreover, it is possible thataled links in any
backup tree in any session is used also in constructing a backdprteemther link. Since

our proposed algorithm is reactive, all backup trees need to lidisketd in advance before
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the failure happens. To protect a given ligithen any link in primary or backup trees in the
same session or in backup trees in other sessions cannot be psettating link x if its
SPURG is the same as SPURG of lmkThe reason for eliminating the use of link with
SPURG which is the same as SPURG of the link to be protextidtiall of them belong to
the same SPURG, and hence, they will fail together once the pondiag primary user
becomes active.

Example 2:

Using the same grapl(E,V) in Figure 3.6 and the same multicast request in
Example 1, primary tree can be constructed exactly the sayefvconstructing it in Figure
3.7. However, backup tree of link S-n3 can share some links used in theypreaain the
same session as shown in Figure 3.9. The dashed links represet khies between
primary and backup tree in case of link S-n3 failure, where the Ibiks represent the new

links used in the backup tree in addition to the shared links.

3,7,4

Figure 3.9: Backup tree for link S-n3 using shared links with primary tree.
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Example 3:

We will show in this example multicast sessions sharing sorke in their backup
trees. Suppose that two multicast requests are generated overettieddgraph in Figure
3.10. The first multicast session is represented by source noded &stination nodes d1
and d2, whereas the other multicast session is representedrbg sode S1 and destination
nodes d2 and d3. The red trees in Figure 3.10 represent primary tréestieo sessions. To
protect link n2-d2 in session 1 and link n4-d2 in session 2, 2 backup treexjaired in
order to reroute the traffic in case of failures. By using our pexpagyorithm, it is possible
that the two backup trees that belong to two multicast sessions can shailekeras shown

in Figure 3.11.

GH,

Figure 3.10: Two primary trees for two multicast sessions.
In each backup tree in Figure 3.11, some links of primary tree itisddgame session
are shared (dashed red lines). Moreover, link n6-n7 and link n7-d2 are beaseen the

two backup trees for link n2-d2 in session 1 and link n4-d2 in session 2 (dashed blue lines). It
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is important to note that only one primary user can interrupt thendacy users at time.
Hence, it is not possible that both links, n2-d2 and n4-d2, fail togetier #ey belong to
different SPURG. This sharing method allows efficient use of reeswand reduces the cost

of multicast session protection.

L3,

---5,12,2-

3.7.1 Algorithm Description

Figure 3.11: Links sharing in backup trees.

Multicast sessions protection with link-sharing algorithm is showAlgorithm 3.
The inputs and the outputs of Algorithm 3 are the same as the iapdtoutputs of
Algorithm 2. Algorithm 3 starts with initializing grapB(E,V)', the set of all primary trees P,
the set of all backup trees B, the set of temporary modified batkes B’ and the
temporary sets of all primary trees as shown in line 1. Thetevall be used in the
following steps to allow link sharing between trees in one sessmhakso link sharing

between trees belonging to different sessions. Algorithmk8stanto consideration the
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constraints imposed by dynamic nature of channel availability @sult of primary users

interruptions.

Algorithm 3: Multicast sessions protection with link-sharing

Input: G(V, E), n multicast request My = (Sk, {dk1,dr2,...,dkm})
where (1< k <n), source node Sj and destination nodes
{dg1,dg2, ..., dgm} id numbers for n sessions.

Output: Primary PT} and protection BTyx trees for n multicast sessions

Set G(V,E) = ¢, P=¢, B=¢, B = ¢ and PT;, = ¢, (1< k <n).

1
2 for k< 1 ton do
3 Construct k' primary tree PT} by running Algorithm 1 on G(V, E).
4 Update G(V, E) by removing all links used in PTj.
5 Set P = P U P1Ty.
6 for each link x € PT;,, do
7 Set G(V,E) = G(V, E), PT;, = PT;, and B' = B
8 Remove x from PTk/
9 for each link y ePT; do
10 if SPURG of z is same as SPURG of y, then remove y from
11 PTk,.
12 for each link u €B’ do
13 if SPURG of x is same as SPURG of u, then remove u from
14 B'.
15 for each link ¢ € G(V,E) do
16 if SPURG of x is same as SPURG of ¢, then remove ¢ from
17 | G(V,E).
18 for each primary tree PT; €(P - PTy), j €[1, k-1] do
19 if 3 link w €PT} s.t SPURG of w is same as SPURG of x,
20 then Remove all links in B used to protect link w.
21 Set the cost of all remaining links in PT}," and B’ to zero.
22 Construct back up tree BTj,x to protect link x in k' session by
23 running Algorithm 1 on (G(V, E) U PT," U B').
24 Remove all links used in BTz from G(V, E).
25 Set B = B U BTyx \(BTyz N PT} ).
26 Update G(V, E) by removing all links belonging to L;, such that the
27 primary or protection trees used a link or more from L;, for all
28 possible number i.
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As shown in line 2, a loop starts to generate n multicast sessnohprotect them
against one primary user interruption at a time. Line 3 is useoh&iract a primary tree for
k™ session by running Algorithm 1 over the network graph. In line 4, thgndras to be
updated by removing all links used in constructing the primaryitreeder to avoid having
other sessions use these links. In line 5, the set P, whicmisraaf all primary trees in all
sessions, is updated by including the recently established prirearintit. The lines from 6
to 25 show the required steps used to construct a backup tree forkttigat needs to be
protected. In backup tree construction, Algorithm 3 takes into consaterali links in
current and previous sessions that can be shared, in addition to rerhaksng the original
graph.

In line 7, the original graph, primary tree in current session andethef all backup
trees are copied, and the copies will be used in the following tstep®id sharing the links
that should not be shared. The link that needs to be protected is remmudil{' to avoid
using it in the backup tree for that link, as shown in line 8. The backaphat protects a
link should not share any link in the primary tree in the sarsgiae if both links have the
same SPURG value. Hence, the steps shown in the lines 9-11 are wueetvte the links
that cannot be shared form the copy of the primary tree. The peonedure is applied for
the links belonging to the copy of backup treeBsetr G(E,V)’ as shown in the lines 12-17.
All links in B’ or G(E,V)' with a SPURG that is the same as the SPURG of the link to be
protected will be removed for® andG(E,V).

As mention previously, Algorithm 3 protects multicast sessionssigane primary
user interruption at a time, and that may cause failures to multiple links lgjdaglifferent

sessions. Suppose that there is a |ink the current session, and we need to generate a
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backup tree for this link. If there is a lihkelonging to a primary tree in another session, and
] andt have the same SPURG value, then the backup tree fgrdarknot use any link iB’
used to protect link. The reason for this is to prevent failed links, belonging to @iffer
multicast sessions and with the same SPURG, from generating desksiphat overlap and
use the same resource once a failure happen. If the backufotréek t andj share at least
on common link, then both primary trees that lirdndj belong to will not be protected once
the primary user corresponding to their SPURG becomes activeardtedures that prevent
this problem are shown in lines 18-20 in Algorithm 3.

All remaining links in set®T, andB’ can be shared and used to generate a backup
treeBTi x to protect linkx. These remaining links are already reserved either forapyitnee
in current session or for backup trees in current or previouslylisbied sessions. Therefore,
the remaining links iflPT,’ andB’ are all set to zero as shown in line 21. lines 22-23 shows
that the remaining links iG(E,V), PTY andB’ can be used to construsfy x by running
Algorithm 1 on all links in the unior(E,V)' U PTy U B’). After generating the backup tree
BTy x to protect link x, all links used BTy x are removed fronG(E,V)as shown in line 24.
The reasons for that are to prevent primary trees in otheosg$som using these reserved
links, and also to prevent backup trees in current and following sedstonausing these
links directly without checking the possibility of sharing. inel 25, setB is updated by
including all links used in backup tr&d x but not used in primary trd&l. Hence, backup
trees in next sessions will not share a link used in both prinmarpackup tree in a previous
session. The reason for that is to prevent any backup tree fragn audink belonging to a
primary tree in another session. The lines 26-28 do exactly the jenoé lines 13-15 in

Algorithm 2 which is used to update the original gr&i,V) Algorithm 3 uses Algorithm
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1 to construct the multicast trees, hence, the complexity of ifigor3 is O(F E? + nmE

log V + nB).

3.8  Protecting Multiple Multicast Sessions using Rings

Multicast sessions protection in Algorithm 2 and Algorithm 3 requineding a
backup tree for each link in the primary tree. However, provisioning pratécting a
multicast session can be done using only one ring that starts andtethéssource node.
Some works proposed using rings to protect multicast sessions oal aptitworks [26].
However, the nature of wireless networking and cognitive radio nketwor particular
necessitates the use of rings in different ways. Protectmglticast session using a ring
requires that each consecutive node along the ring can send tecand rfrom each other.
Primary user interruption causes failures to all links alongititewith SPURG affected by
this primary user. Therefore, it is required to provision a ring thaable to reach all
destinations even with presence of one primary user interruption at a time.

We propose an algorithm that supports multiple multicast sessionscogsitive
radio networks using rings as shown in Algorithm 4. This algorithproactive where each
destination secondary user receives at least one copy of theastuihessage even if the
primary user starts interrupting the secondary users. Theré#fi@eroposed algorithm has
the advantage of protecting the multicast tree immediately vehéalure happens and
without using backup trees.

Given n multicast requests, Algorithm 4 will generate n mudticengs and protect
them against one primary user interruption at a time. Eachgiaegtablished in such a way

that it starts with the source node, traverses all destinatioth®ends at the source node to
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create a ring as shown in Figure 3.12. Under normal network operatiarcesnode S
forwards it message to both nodes connected to it, which is n1 and n3. Tdtenpda that
receives a message forwards it to the next node connectealdadtthe ring until one node
receives two copies of the message. If a node receives twa aifpge message from two
neighboring nodes along the ring, then it will stop forwarding the agessince it can

conclude that all other destinations have received the message.

v 2
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Figure 3.12: A multicast session protected by a ring.

Suppose that a primary user P&tarts transmitting, then all links with a SPURG
corresponding to Pwill fail as shown in Figure 3.13. Although both links between S and
d1 fail when Py becomes active, node d1 is still reachable by the source nodethisipath
S-n3-d2-n2-d1. As a result of that, cognitive radio networks in tisis can recover from the

failure without rerouting the traffic to another backup tree.
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3.8.1 Algorithm Description

The first line of Algorithm 4 initializes grapB(E,V)' andPath, , which will be used
to temporarily modify the original graph amath, in the following steps. In line 2, a loop
starts constructing multicast sessions using ring strudiuidees 3-5, the original directed
graph is copied to grapB(E,V)’, source node is set to the &d destination nodes list D is
created. Then, shortest path from source node to closest destindtsirDi is created using
Algorithm 1, as shown in lines 6-8. The input to Algorithm 1 is the icadt requesM =
(S, {dw}), where di is the closest destination &. It is important to note that each two
nodes along the ring must be able to send to and receive from eachaothéhat may
happen over one or two channels. Therefore, two links in opposite direutish be
available in the directed graph between any consecutive nodestladongg. This restriction
makes each node along the ring able to receive at least on@fcthgy message even with
presence of a link failure.

We assume that a maximum of one primary user will be adti@¢iame. To make the
ring achieve our goal of delivering the message to all destinagi@isin the presence of a
primary user transmission, each path from a source node to imatest or from a
destination to a destination must consist of links with unique SPUR{es:aFor example,
the path from S to d1 in Figure 3.13 consists of links with SPURG&saqual to 1 and 5.
Hence, all other paths, either fromtd d or from @ to S, must consist of links with SPURG
values other than 1 and 5. After establishing a path to the clos@istatien, all links in the
graph with SPURG values equal to any SPURG values ofritke @long the path will be

removed from the graph as shown in lines 9-11. The purpose of removinditkesis to
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prevent next paths along the ring from using any link with SPWRGe already used in a

link or more in previous paths.

Algorithm 4: Multicast sessions protection using rings
Input: G(V, E), n multicast requests My = (Sk, {dr1,dk2, -, dgm})
where (1< k <n), source node Sy and destination nodes
{dk1,dk2,...,dgm} id numbers for n sessions.
Output: n multicast rings for n multicast sessions.

Set G(V, E) = ¢, Path;, = ¢.

1

2 for k< 1 ton do

3 Set G(V, E) = G(V, E), source node = S.

4 Create a destination list D consists of all destination nodes

5 {dklyde:"')dkm}-

6 Find the shortest path in G(V, E)’ from source node to closest

7 unvisited destination node, dy, €D, using Algorithm 1, where

o | for each linkeeG(V,E) do
10 if SPURG of any link along the path from Sj to dj, is same as
11 L SPURG of e, then remove e.
12 Set source node = dj,,.
13 Repeat the steps from line 6 to 12 until all destinations in list D are

14 reachable, and Pathy is established.
15 Find the shortest path in G(V, E)’ from Sy to last node in Pathy,

16 to create a ring.

17 if m > 3 then

18 for j <« 1 tom — 2 do

19 Set Pathk/ = Pathy.

20 Remove all links along the path from dj; to dy(j41) from

21 Pathk’.

22 Find the shortest path in G(V, E) from last node in

23 Pathk’ to node dj; in Pathk'.

24 Find the shortest path in G(V, E)’ from node dj,(; 1) in

25 Pathk’ to node Sy.

26 Create j'" ring.

27 Selcet one ring, which has the lowest cost.

28 Update G(V, E) by: removing all links used in the selected ring, and
29 removing all links belong to L;, such that the ring used a link or more
30 from L;, for all possible number i.
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Figure 3.13: Multicast session protection in case of primary user appearance.

After establishing the path from source node to the first déistimehis destination
will be set as a source node, as shown in line 12. In line 13 and $tepd from line 6 to
linel2 will be repeated until all destinations are reached. @hdestinations are reached, a
path starting from Sand traversing all destination nodes is created, which is ddidy

In lines 15-16, another path is established framoShe last reached destination in
order to create a ring. If the ring is always createddmnecting the last reached destination
node inPath, to the source node, then this may lead to block the session ifat ossible
to find a path connecting these two nodes. Even if there are enouglcesstmuestablish a
path from last destination iath, to source node, it is possible to find another ring that has a
lower cost, and does not directly connect the last destination gotimiee node. Hence, the
procedures in line 17-26 are used to find a ring that minimlee<dst while considering
closing the ring from a node Path, other than the last reached destination.

In Figure 3.14, an example shows two different ways to credteydor protecting

the multicast session. In (Bath is established, which starts from the source node S and
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traverses all destination nodes, d1, d2 and d3. The total coBatbf is equal to:

1+1+1+1+2+2 = 8. By connecting the last reached destination, d3, to tlce soae, a ring
is created, as shown in (b), with cost equal to: 8+3+3 = 14. Howaawether ring with lower

cost is shown in (c), where d3 is not directly connected to theesowide through a direct
path. The new ring is created by connecting d3 to d1, d2 to the smteeand removing all
links between d1 and d2. Therefore, the cost of the new ring is equal1te5+2+3 = 12.

Hence, the ring in (c) has a lower cost, and it should betsdlémr protecting the multicast
session instead of using the ring shown in (b).

Lines 17-26 describes the procedures used to modify and cdtaigcto the source
node in order to create a ring that minimizes the cost. Thess test combinations of
finding a ring by connecting last destinationFath, to a node orPath,, connecting a node
on Path, to the source node, and removing the path between these two nasl@splbrtant
to note that last destination is always directly connectellesdurce node by a direct path
when the number of destinations is 2. However, we can apply the presadline 17-25 if
the number of destinations is 3 or more.

In line 27, the ring with the lowest cost is selected to gémesad protect the
multicast session. If the number of destinations is 2, then therdyi®ne ring that connects
the last destination iRath, to the source node. Otherwise, one ring with the lowest cost is
selected out ofm-1 possible rings. Finally, the original graph is updated in lines 28s30
described in lines 13-15 of Algorithm 2, and also by removing all lisksl in the selected
ring. Then, the loop in line 2 will start again to create anotimg for another multicast

session until all multicast sessions are created.
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Algorithm 4 uses Algorithm 1 to construct all paths between samrdedestination
nodes, and between any two destination nodes along the ring. Sincigh#igbiis used with
m=1 in this case, the complexity of Algorithm 1 is O(E log ‘Ez-). Accordingly, total time

complexity for Algorithm 4 is O(nmE log V + nniE

(0)

Figure 3.14: Creating a ring for multicast protection. In (a): a patts $tam source
node and traverses all destination nodes, (b): creating a ring by connastidgdtination to
the source node, and (c): creating a ring, which has a lower cost, without cogtieetiast
destination to the source node.
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39 Chapter Summary

In this chapter, we proposed three algorithms that provision robustasulsessions
in cognitive radio networks. These algorithms are: 1) Protectiniiple multicast sessions
without link-sharing, 2) Protecting multiple multicast sessions Mittk-sharing and 3)
Protecting multiple multicast sessions using rings. These propdgedthans protect
multiple multicast sessions against one primary user interrugti@antime. In the first and
second algorithms, tree-based link protection is used, whereas thalgarithm uses rings
for protection. Our proposed algorithms provision protection for multisessions while
minimizing the cost of multicast sessions and maximizing the nuofleessions that can be

accommodated in the network.
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CHAPTER 4. SIMULATION RESULTS

In this chapter, we evaluate the performance of the three proposedhabg that
provision robust multicasting in cognitive radio networks. In firgtiea of this chapter, we
compare the performance our proposed algorithms, multicast sepsestion with link-
sharing, with optimal solution for single multicast session. In¢cersd section, we compare

all our three proposed algorithms to show their performance and the trade-off between the

4.1  Single Multicast Session

In this section, we compare the number of paths that can be estdhitsiieach
destination nodes using optimal solution in [19] with our proposed algorithnticastl
sessions protection with link-sharing. These paths include the pathe primary tree and
the average number of paths in the backup trees for single mukession. Also, we
compare the number of links in the primary and backup tree used biisbsthe multicast
session. The optimal solution in [19] is represented by the numbethsf grad links used to
support single multicast session.

In performance evaluation, we consider each generated networkheitiolkowing
parameters: 25 secondary users, 10 secondary users groups per eaeh charsecondary
users groups,igper each SPURG, one source node and 8 destination nodes. Secondary users
with a common channel are assigned randomly to a secondary usgps grEach link in
the network is assigned a random cost which ranges from 1 to 5, ahiemks belonging to

the same sdt; are assigned same cost. Random sessions with 8 destinations exegegen
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over 100 random graphs, and then the average number of paths and linksudmeedawith

respect to the number of available channels.

Figure 4.1 shows a comparison between the numbers of generatedipattespect

to the number of available channels using the optimal solution in [19pangroposed

algorithm, multicast session protection with link-sharing. The nummbestablished paths is

strongly related to the number of available channels, wherergases as the number of

available channels increases. In other words, having more chamrelases the possibility

of reaching more destinations. It is shown that the number of gedgpaths using our

proposed algorithm is close to the optimal solution when the number itHd@achannel is

small. As the number of available channels increased to 7, the ddéebetween the optimal

solution and our proposed algorithm is approximately 2 paths.

16
15
14
13
12
11
10

Number of Paths
[Ya]

O = N Wk O N

= Optimal solution

== Link-sharing Algorithm

4

6

Number of channels

Figure 4.1: Average number of paths with respect to the number of channels.

The number of links used in single multicast session increas#se asumber of

available channels increases as shown in Figure 4.2. The redbah tise humber of paths
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increases as the number of channels increases, and hence, theaofumkeiincreases. It is
shown in Figure 4.2 that the number of used links in our proposed algorithm is lowdrghan t
number of links in the optimal solution in [19] since the number of gestedths in our
proposed algorithm is lower. Also, link-sharing algorithm generatekuipatrees that share

some links, and this leads to reduce the number of used links in the multicast session.
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Figure 4.2: Average number of links with respect to the number of channels.

4.2  Multiple Multicast Sessions

We compare the performance of our three proposed algorithms usimg t
performance metrics: the number of sessions that can be accorachod#éte network and
the average cost of the multicast sessions. Session size andrther of available channels
are important factors that affect the performance of lip@rithms. Hence, we will study the

effects of these factors on the performance and the trade-off causedby the
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The network parameters used in the simulation are describedoagsfolhe network
consists of 50 secondary users, where secondary users with a commoal ena grouped
into up to 36 secondary users group,Ech secondary users group,apnsists of up to 5
secondary users, and each SPURG consists of up to three secondary users graopsof he
each link in the network is assigned a value ranging from 1vtére all links belong to the
same setl, are assigned the same cost. In the simulation, 100 random network, graghhs
then 100 multicast sessions are generated over each network graphh#tfteve calculate
the average number of sessions that can be accommodated invitbhekreetd the average
cost of multicast sessions.

In the following, we will show the effect of the session s@r@l the number of
available channels on the performance of the three proposed algoitlareassume that the

session is blocked if one or more destination nodes are not reachable.

4.2.1 Performance Comparison with Respect to Sessions Sizes

We compare the number of multicast sessions that can be acconunodate
network for the three proposed algorithms as shown in Figure 4.3. 8rgee $essions tend
generally to consume a greater number of network links, the nushkessions that can be
accommodated in the network decreases as session sizes inciéasefore, we see in
Figure 4.3 that the number of sessions decreases as the number of destinatsesifmred
three algorithms.

It is shown in Figure 4.3 that multicast sessions protection usmigsharing
algorithm achieves the highest number of sessions. Link-sharitgpdaliows sharing some

links inside one session and also between different sessions, and hémnoek thirks are
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used in a more efficient way. Therefore, a higher numberssi@es can be accommodated
in the network using multicast sessions protection with link-shalgayithm compared with
the other two algorithms. When the number of destination is smaltjicast sessions
protection without link-sharing algorithm outperforms multicast sessmotection using
ring algorithm. On the other hand, multicast sessions protection usiggalgorithm
outperforms multicast sessions protection without link-sharing atgornthen the number of
destinations becomes larger.

35

30 k
25 \

M
20 N\

\\ \ == Protection with link sharing
15 —

=== Protection without link sharing

~— e
= : Protection with rings
10 L\

2 3 4 5 6 7 8
Number of destinations

Number of sessions

Figure 4.3: Number of multicast sessions in the network with respect to session siz
Figure 4.4 shows the average cost per session with respezssiors size. As the
number of destinations increases, the cost per session increasesa fiigher number of
links is required. Multicast sessions protection using rings achitnelowest cost, and the
reason is that it does not require protecting every link by a piareicee compared with the
other two algorithms. Multicast sessions protection without linkisgaalgorithm achieves

the highest cost per session because it does not support link-sharnegjanes a protection
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tree for each link. On the other hand, link-sharing method used in astltgessions
protection with link-sharing algorithm allows it to outperform mual$tsessions protection

without link-sharing algorithm.
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Figure 4.4: The cost of the multicast session with respect to its size.

4.2.2 Performance Comparison with Respect to Number of Channels

The number of available channels is an important factor that affeetperformance
of the network. It is shown in Figure 4.5 that increasing the nuwitevailable channels for
secondary users increases the number of sessions that caoimenadated in the network.
Having a diverse set of available channels provides a diversé ls@tkup channels that can
be used when a primary user becomes active. Hence, the probabiiitgliofy a ring or
backup trees that protect the multicast session increasies agmber of available channels
increases. Therefore, a higher number of protected sessions canob@macdated in the

network when the number of available channels increases.
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Multicast sessions protection with link-sharing algorithm alwagisieves the highest
number of sessions that can be accommodated in the network. Link-shatimgdrallows
sharing some channel links, and hence, using the links in the networdkenefficient way.
Therefore, increasing the number of channel links increases theecbBsharing these links,
and increasing the number of sessions in the network. The gapebgtwatection with link-
sharing and protection without link-sharing increases as the numberitdbdée channels
increases. Multicast protection using rings algorithm outperfornudtiaaist protection

without link-sharing algorithm as the number of channels is increased to 6 or.greater
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0 /

+— Protection with link-sharing

== Protection without link-sharing

Protection using rings

Number of sessions

0 i T T T T T T T T 1
1 2 3 4 5 6 7 8 9 10

Number of channels

Figure 4.5: Number of multicast sessions in the network with respect to the number of
available channels.

It is shown in Figure 4.6 that the multicast session cost desreasthe number of
available channels increases. Having a larger number of avadhblemels increases the
probability of finding a path with a lower cost, where differerdrutels may have different
costs. Multicast session protection using rings algorithm gesenarotected multicast

sessions with the lowest cost compared to the other two algoritinasing some links
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within one session or between different sessions allows mulgseasion protection with
link-sharing algorithm to outperform multicast session protectiorhowtit link-sharing

algorithm.
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Figure 4.6: The cost of the multicast session with respect to the number abkvail
channels.
4.3  Chapter Summary

In this chapter, we compared the performance of multicastoseprotection with
link-sharing algorithm to the optimal solution in [19], for a singletroast session. Also, we
compared the performance of our three proposed algorithms in tegost@nd the number
of sessions accommodated in the network. It is shown that therse&s and the number of
available channels affect the performance of our proposed algositmficantly. The
simulation results show that multicast session protection witk-slharing algorithm

outperforms the other two algorithms in terms of the number of acodated sessions in
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the network. However, multicast session protection using ringsitalgogenerates multicast

sessions with the lowest cost compared to the other proposed algorithms.
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CHAPTER 5. CONCLUSIONSAND FUTURE WORK

51  Summary and Conclusions

In this thesis, we propose three algorithms that provision and pnoteitiple
multicast sessions in cognitive radio networks. These algoridm®s multicast sessions
protection without link-sharing, multicast sessions protection witttdharing and multicast
sessions protection using rings. The goals of our three proposed algoaithnprovisioning
multiple multicast sessions in cognitive radio networks, protecilhgnulticast sessions
against one active primary user at a time, increasing the numlssssions that can be
accommodated in the network and minimizing the cost of the multicast sessions.

In multicast sessions protection without link-sharing algorithm, ipleltmulticast
sessions are provisioned by constructing a primary multicastdreeach requested multicast
session. The multicast session is protected by protecting ie&cbf the primary multicast
tree by a backup tree. However, multicast sessions protectibnlimktsharing algorithm
also protects each link in the primary tree by a backup tred, &#llaws sharing some links
in the construction of the backup trees. Therefore, the backup tresbared to share some
links in primary tree of the same session, and share some links in backup treesestmmy s
The third proposed algorithm provisions and protects multiple multieastons using rings.
Each ring starts and ends at the source node, and traversesimditidesnodes. It is shown
that each destination receives at least one copy of the rstitnegssage once a primary user
becomes active.

Our simulation results compare the performance of our three proplgeedhans.

We show that the number of accommodated sessions in the networkescaadshe cost of
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multicast sessions decreases when the number of available chmenehses or the session

size becomes smaller. Multicast sessions protection with linkaghean support the highest

number of multicast sessions in the network compared with the otlerlyorithms.

However, multicast sessions protection using ring can generateastisessions with the

lowest cost compared with the other proposed algorithms.

5.2 FutureWork

We plan to continue this research by extending it in a number of directions:

1-

There are several modes of group communication, and the thesis has only
considered one type of group communication, which is one-to-many. We plan to
extend our algorithm to consider many-to-one and many-to-many communication.
Different multicast requests may have different QoS requirean&herefore, we

will consider the maximum delay and minimum bandwidth for each castti
request while provisioning robust multicast sessions in cognitive radio networks.
We will extend our algorithms to consider the dynamics of pynugers which

may cause failures to primary or backup trees. If a print@er interruption
causes a failure to a primary tree, then the backup treelasted as a primary
tree, and a new back up tree should be generated. On the other hand, a new
backup tree is generated without changing the primary trdeeiptimary user
causes a failure to a backup tree.

Multicast requests last for different amount of time depending on the

requirements of the users who initiate the requests. We planvi&ogdeour
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proposed algorithms to consider the dynamics of multicast sessmhsvhich

resource should be released for the next multicast sessions.
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